DuPage ETSB DEDIR System CommandCentral Aware Access Application

AGENCY INFORMATION Type of Application: [ ] Initial [ ] Modification

DATE:

NAME OF AGENCY:

POINT OF CONTACT:

BUSINESS ADDRESS:

EMAIL ADDRESS:

MOBILE TELEPHONE:

APPLICATION INFORMATION

Please complete the following information NO | YES

The Applicant is a DEDIR System member.

If not, the Applicant has completed the user access form for DEDIR System Agencies access.

The Applicant has received DEDIRS Policy 9171-005.13: CommandCentral Aware and all
users under this application have read and will comply with the policy.

APPLICATION CHECKLIST

Note: The application cannot be approved by ETSB without the required documents listed below

The Applicant has provided the following as part of this application: YES

A list of email addresses for employees that will have access to CommandCentral Aware

An excel list of all radio IDs/Aliases and what CommandCentral Aware layer the radio IDs/Aliases will be
assigned

Visibility Designations N/A | NO | YES

Opt Out - CommandCentral Aware GPS Sharing

Agency On Duty Layer

On Duty Layer-Shared

Investigations

Task Force

Special Duty — Police

Approvals ABSENT ABSTAIN NO | YES

Policy Advisory Committee (provide vote count)

I am submitting this application on behalf of my organization and the users represented herein. | certify
that | am authorized to act on behalf of my organization for this application and that the information
provided is correct to the best of my knowledge.

| understand that my Agency must submit a Zendesk ticket within 24 hours of a device using
CommandCentral Aware being lost/stolen or the employee using CommandCentral Aware being separated
to protect the security of the DEDIR System.

Date:

Applicant Point of Contact Signature
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Layer Options:

e Opt Out: An agency will not participate in providing information to other DEDIR System members or
outside agencies. The agency will have access to the system for its agency to review GPS for
internal purposes. With an Opt Out, the GPS will still be visible in the PSAP for unit status and
location and emergency purposes.

o GPS Layers

O

Agency On Duty Layer: This layer will be visible to all the agency only. An agency should
select this layer for patrol units, CSOs, riding position fire personnel (even if the radio is a 1:1
assignment) etc.

On Duty Layer-Shared: This layer will be visible to all participating DEDIR System users and
outside agencies. An agency should select this layer for patrol units, CSOs, riding position fire
personnel (even if the radio is a 1:1 assignment) etc.

Investigations: Police This layer should be utilized for personnel that would not be visible in the
patrol layer, but will be visible to the PSAP and selected commander personnel.

Administrative: This layer should be utilized for personnel that would not be visible in the patrol
layer, but will be visible to the PSAP and selected commander personnel.

Task Force: This layer should be utilized for personnel that would not be visible in the patrol
layer, but will be visible to the PSAP and selected commander personnel. This layer can
include fire personnel assigned to MERIT if it is an individually assigned radio.

Special Duty Police: This layer should be utilized for personnel that would not be visible in the
patrol layer, but will be visible to the PSAP and selected commander personnel.
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